


ABOUT KLP

MANAGEMENT

COSTUMERS

LOSS PREVENTION
Oversees and protects over 25 

billion dollars of merchandise a year 

at the various sites in ISRAEL, and 

stand alone / turnkey LP projects 

world wide.

SECURITY
Consulting, training, data security,

operations, risk assessments and 

policies.

U2GM is divided into two operational divisions:

WHO WE ARE



TYPE OF LOSS

Silent / Hidden
Loss that does not manifest  in missing inventory. In most cases  it results from abuse of company’s 

regulations, and  is very difficult to detect if  the company does not proactively search for it.

Unintentional
Managerial error, lack of  resources or employee skills, deficiency in organizational communication

Intentional
Theft, embezzlement, damage to property

BUSINESS LOSS

Economic loss and/or damage to an organization caused by an  intentional or unintentional action



SOURCES OF INVENTORY SHRINKAGE

STATISTICS

Employee Theft

Paper Error

Vendor  Fraud
Customer Theft



SHRINKAGE RATE AND PERCENTAGE OF PROFITS

STATISTIC

S

Rate and Percentage of Profits

Customer Theft

Employee Theft
Overall %

Toys, video and music

Specialist food etc.

Pharmacy and drugstores

Jewellers

Grocers and supermarkets

Furniture and textiles

Footwear and sports goods

Electrical goods

Department stores

DIY, hardware and car products

Clothing and fashion

CTN's/book shops



PRINCIPLES

• Preventive approach

• Secured processes

• On-processes constant inspection and control

• Defining, detecting and handling irregularities on a regular basis

• Wide usage of organizational data bases

• Intense use of command and control technologies

• Loss Prevention software

• Interlacing Loss Prevention with security and operational procedures



AREAS OF INVESTIGATION 

• Physical security

• Data security

• Personnel

• Use of resources and infrastructure 

• Logistics chain

• Finance

• Insurance

• Marketing & Sales

• Preparation  for emergencies, backup and recovery



STRATEGY

Loss prevention activities 

are interlaced with 

operational activities



AREAS OF INVESTIGATION 

Consulting on loss prevention 

policy specifications, 

definitions and solution 

implementation for the human 

resources layout, technologies 

and loss prevention expertise.

Establishing organizational loss 

prevention units,

instruction, training, and on 

the job training.

Managing organizational loss 

prevention and security 

departments.

CONSULTING ESTABLISHING MANAGING



SOFTWARE

U2GM offer an open system that interfaces with and can be run by all 

types of organizational systems, such as logistic management systems, 

manpower management systems, technological

systems from the security and safety domain, and more.

• Identification and highlight of irregular incidents

• Loss management and quantification

• Analysis and presentation of data that results in optimization in minimizing organizational loss

• Adaptation of data received from  the IT systems to the CCTV systems



SUMMARY

• U2GM's Loss Prevention Department specializes in providing turnkey loss prevention

solutions and services, and operates under the philosophy of securing processes and working  methods to 

PREVENT organizational irregularities and loss incidents before they occur.

• Our experience, combined with a unique method that has been developed over the past 25 years, is the key 

to the special services we provide to our customers.

• U2GM offers a multi-level Loss Prevention program that embodies a complete solution for detecting, 

eliminating and providing ongoing prevention of inventory and other loss throughout a company’s 

organization.



ABOUT KLP

MANAGEMENT

COSTUMERS

LOSS PREVENTION
Oversees and protects over 25 

billion dollars of merchandise a year 

at the various sites in ISRAEL, and 

stand alone / turnkey LP projects 

world wide

SECURITY
Consulting, training, data security,

operations, risk assessments and 

policies.

U2GM is divided into two operational divisions:

WHO WE ARE



GENERAL

TRAINING CONSULTING INTEGRATION

SECURITY EQUIPMENT OPERATIONS U DRIVE



CONSULTING

• Risk assessments & threat definition

• Security concept & policy

• Security planning

• Establishment of security layouts

• Security agencies

• Naval Ports / Airports / Railway authorities

• Law enforcement

• Border control

• Critical infrastructures

• International corporations



TRAINING

• Basic program

• Advanced program

• Commanders program

• Security professions

VIP PROTECTION

• Counter-Terror Combat training

• SWAT Teams and Assault Units

• Combat professions

COUNTER–TERROR & COMBAT

• Counter sabotage security profiling  & handling suspects

• Security search & bomb sweeping

• Tactical & defensive driving course

• Sniper course

• Intelligence

• Emergency Responders course (Rescue & Medical)

• Simulator training

SECURITY PROFESSIONS



TRAINING

• Advanced driving courses 

• VIP driving courses 

• Tactical driving practice

• Customized tactical driving 

OPERATIONAL DRIVING

• Theory & methodology– lectures and class simulations

• Low profile / undercover activity technical training (live environment)

• Low profile / undercover Field Intelligence Gathering  (live environment)

THROUGH THE ADVERSARY’S EYES



TECHNOLOGIES

• Surveillance  vehicle

• Command and control vehicle

• Blockade vehicle

• Armored vehicles

• Tracking vehicle

SPECIAL VEHICLES
• Closed Circuit Television (CCTV)

• Digital recording systems

• Detection and alert systems 

(smart fence detectors)

• Command & Control rooms

• Defence systems (fences, locks, bollards,

barriers and gates, safes, secure doors)

FACILITY SECURITY

• Day and night surveillance devices

(individuals and vehicles)

• Monitoring devices (individuals

and vehicles)

• Detection and listening devices

• Encrypted phones

• Emergency medical equipment

• Tactical devices (land, marine and

aerial) kits (from buildings and vehicles)

SPECIAL DEVICES
• Personal protection (bullet-proof vests)

• Communication devices

• Weapon accessories

• Terror identification devices

• Jammer devices (interferes with 

wireless activation of bombs)

• Accessories

• Mobile security systems -

emergency, CCTV, detectors

• Rescue equipment kits

(from buildings and vehicles)

PERSONAL PROTECTION 



INTEGRATION

• Risk assessment & 

Threat Definition

• Security plan

• Operational plan

& infrastructure

• Special equipment

by need

PLANNING
• Physical security

• Command & control

abilities

• Personal equipment

• Special operational 

equipment

PROCUREMENT
• Implementation program

• Training program

• Operational procedures

• Technological acceptance

program

• Monitoring program

IMPLEMENTATION



OPERATIONS
Executive Protection

• Low risk / Corporate executive protection

• High risk operations

• Low profile / Covert operations

Delegation Security

• Security planning and coordinating

• Executing security operations (worldwide)

RED TEAM

• Vulnerability checks for security layouts

• Intelligence gathering operations

• Penetration tests (secure facilities)

• Penetration tests (IT) 

Unarmed Protection

• Consulting to operational security layout

• Establishing new security layouts

• Executing unarmed protection operations (worldwide)

• Training unarmed techniques and tactics

• Special unarmed means and equipment 



U-DRIVE

• Prototyping vehicles for: operation, security, VIP, rescue, emergency medical care

• Armored vehicles

• Accessory equipment: rescue, emergency, operational equipment for vehicles

AUTOMOTIVE DEPARTMENT

• Advanced driving courses

• VIP & security driving courses

• Tactical & emergency driving practice

• Operational off road driving courses including rescue methods

• Navigation course for operational driving

OPERATIONAL DRIVING

• Building a vehicle array according to operational needs: vehicle types, vehicle prototyping,

operational equipment for vehicles

• Develop a doctrine for operational driving ( tactics, methods, position holders)

• Training program includes basic training, recertification, advanced training.

CONSULTING



SUMMARY

• U2GM’s security division utilizes techniques adapted from the leading security agencies in Israel, combined 

with many years of ongoing experience in our own secured facilities and 

government organizations.

• The guiding principle of U2GM’s security activities is based on the principle of prevention with great emphasis 

placed on developing new and advanced methods, and then implementing them in all security activities.

• U2GM’s security division provides turnkey security solutions that address the custom needs of each and every 

client, with an emphasis placed on high quality of service with rapid availability and complete responsibility.



Thank You!


